
HARTNELL COMMUNITY COLLEGE
DISTRICT

AP 3720 Computer, Electronic Communication, and Network Use

References: 17 U.S. Code Sections 101 et seq., Penal Code Section
502, Cal. Const., Art. 1 Section 1, Government Code
Section 3543.1(b), Federal Rules of Civil Procedure,
Rules 16, 26, 33, 34, 37, 45

Purpose
Hartnell College is dedicated to its mission of providing quality
education, conducting valuable research, and serving the
community. To support this mission, the College offers computing,
networking, and information resources to

ources



system administrators may access user files as required to protect the
integrity of computer systems. For example, following organizational
guidelines, system administrators may access or examine files or
accounts that are suspected of unauthorized use or misuse or that have
been corrupted or damaged.

Existing Legal Context

Legal Compliance
All federal and state laws, District regulations, and policies apply to
computer and network usage. Misuse of these resources can result in
the loss of computing privileges and prosecution

t



c) Unauthorized Network Access: Unauthorized access to computer
systems through the Campus Netw



person, applying contemporary statewide standards, appeals to
the prurient interest, and is mat









be made available to the public. This means that any member



Appropriate Use
Hartnell extends the privilege of computer and network usage to
students, faculty, and staff. Users should understand that while
connected to our campus network, they can send and receive
emails, access electronic news groups, and use web browsers for
information retrieval. Users are expected to follow both formal and
informal standards of conduct, including principles of appropriate,
considerate behavior developed during the early days of the
Internet. These standards ensure a positive and productive online
experience.Hartnell extends to students, faculty, and staff the
privilege to use its computers and network. When you are provided
access to our campus network, you are enabled to send and
receive electronic mail mess





Dissemination and User Acknowledgment
All users must receive and familiarize themselves with these
procedures. Students acknowledge acceptance electronically when
accessing District computer and network resources, while employees
do so during the employment process. All users shall be provided
copies of these procedures and be directed to familiarize themselves
with them.¶

¶
Students shall acknowledge acceptance of BP/AP 3720 electronically
when accessing District computer and network resources. Employees
shall acknowledge acceptance of BP/AP 3720 during the employment
process.¶

Privacy Disclosure
No Expectation of Privacy
Users should be aware that they have no expectation of privacy
when using District network systems and computers. The District will
monitor use for legitimate District purposes, such as compliance with
this procedure and system security. The District reserves the right to
monitor all use of the District network systems and computers to
assure compliance with these policies. Users should be aware that
they have no expectation of privacy in the use of the District
network and computer resources. The District will exercise this right
only for legitimate
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